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YV =R } 24
A5 aLDale
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7.3. NSUSMNSIANITNINOAUATAUWA (Asset management)
Tnguszasa

WeanAudsrani1sgnilawmedeyavesuitmlaglilasveygyin Yesdunisiminddu

q v

%

asaumnelUld Tnefninguszasduaznisiiaaudenefunswdduansauna daagyinli

vitnmiinaudemelunisaniiugsnald

7.3.1. wiNAuSURAnYaUAaNINodua1sauUwmA (Responsibility for assets)
ielinsdaviUgdnindduasaumasgraduszuy wasdesiunisgayme vie

mahlldleefainguszasdlaglififsuRnveulunindduansaumeiu

g L3

o AsdnYUyInswdduansauwma (Inventory of assets) davinuwagusulgaunlevyd
v fa da o £ v '
ninddundimauddgliignaategiaus

- v YU

v v v 6a i 1% U a v fa >
o msszyfiludvemingdu (Ownership of assets) lngidveslginindduasaunan

Ieiszyliaudgdnswdduarsauma dndhianuiviaveulunisquashwmindady

A6 UNA

o msldunswdduaisaumesg1uzan (Acceptable use of IT Asset) N15AIAUA

Yy v % o ea o vl % v ea
BLUINN LLa%‘Uaﬂ'\lﬂ»uﬂqilm\ﬂumﬁvmaua’ﬁaULV\ﬂ LW81'1411ﬂ']ﬁl‘ﬁ\?']UVIiWEJﬁuaqiaULWﬂ

<
a a '

stnamneauduluamudefmuavnangvang 8vans wasmisnuiiviiiidiu sauds
\Humstlestumaimindauasaumaluldlneininguszasduaseatuamidemed
9aLAnTY
7.3.2. mMsianaAngasaumna (Information classification)
Weldtinsmuuasefunssnmanulasadsuagnisdansvesmingauasauina

Agramungay

e misdamnany (Classification guidelines) Madavanavynindauasaumaiaanye
Udmausiutunudidey yaan uazdermuannguineg ieldwinauaiunse
WhlafessAuamudAguewmsndduarsauma uazinludnszaumssnwanulasanite
vastayasiely

o nsulsUssinnvesteyauaznsindduamud v edutumuduresteya 19
wveussdsuinfemIdnmANEUYMITIYNIT W.A.2544 Fessdeufingnn

WJunesnisiasiden souasy ﬁadnﬂuummaﬁmmzau lunrsdanisienans
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S5i8nnsaiind warlun1ssnwianuvasndy veaenanssidnnsaiing Laglanivua

v
Y o

aast | A o L
ﬂia‘ﬁU'JUﬂ'IiLLﬁ:ﬁﬂi‘Jll’Jﬁﬂ@L@ﬂﬂ’]‘i‘ﬂﬂ?ﬂiyl’) MU

1
v o

e 1.1) ‘\91/91Lkﬂﬂﬁ’lﬁlU‘a,jUﬂ?'mﬁU‘UEN{ll’em“a - Joyaauiign (Secret) vaneis mndameRan
wiasundingneliiinanuidemesgisiouseiign - Yeyaduunn (Confidential)
wneds madameamardeifissunsdnaznsliiinnudomesgisiiouss - feya
&u e Wnnely (Intermal Use) wineis mnidameiauaviaifissunsdiuageliiin
mnudeme - deyaialu vie asnsai (Public) vaneds deyafiansalamense
weunslUle

o 12 fnuvssivtumednis - sedududmiuiuims dhisdemusnamiifiuasaiy
Fulussutgrilumenuiy - ssfufudmiudldnuily dfddansteyadlss
ougrliddddvielsvhmsseuns dmiudldoumly - sgiutudmiulguassuuvier
Aduoumne Whidsdeyaviessuuliladviaildumeunnemus i

® Data Classification Policy Details (woasuleune)

O duninddoya AUR sialasumsdadssinn Aneain uastesiuegramangey

o mmaveuleuie/inguizasd uleuellagsnneanuasmndisaluil -

¥

O deyavzgnuustuegelinnuiuinyounuiusiing
v 3 Y o

ayadzgniiuliedsUaensiy

mssnwaEUIziula

sululumudaivuasungsuileuuazngvang

o O O O

UNUAINABLT BINNEINAELATUNTIRE R UAINE A AUNIIANY N15TA
Uszinndeya
o mazdiansinwanuduniaunvzlaiunisussdiu aumsdaussiandeyadn

TS UnansENUAILTULS

v wa

o Tesifufousiuloviedl  (CEO, VP - Information Technology)

Y 9

o Tasdndusesdulovsi (AUR wilnauynaw)

o lyure/duneu
5 d e < 1 1 aa w
O 1. feyavivuafideu dafiunelu stenuannviievudmesenmeviensidsia

NIULASDUNE AUR, 58UV, S3UULEEN/101990S81s DUAUNABNSNEdUvDs AUR
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Buusieziifennammenguine/ngunefiisifesdedavinenans auduriusi
wANFneiY
O 2. 49ya AUR Wanuausiagfiguuuuvesdoyavzdasszyuaziulududands
sEMinausaEIB/UNUN Lazgavneinudauateya
O 3. eya AUR ﬁawuﬂﬁaqgﬂ%’ﬂﬂisLmlLﬂuﬂssmw’lﬂﬂszmwﬁwialﬂﬁz
" AUR CONFIDENTIAL - iiigadasfudeyaiavuaiiiinalagegaidesain
mnugeulmdea Anenmnisnisiuvianmsdelneilidululd deya

[ 1 =2

fanamsudnussianvesdeyadianunsaszydnuld vunelae
Useiiudenu aefivyd Ruideudeyadiuynna s9aR1L %a @nAn
Fuwus/nsiidiusiu LLazﬁmmwﬁa@szwdwnm%m

" AUR Secret- iinadasiutoyaviomniifinisussiivssuouvioussduls
ssrUsznaunieauinelagtedmiulyaiglu AUR egraasenin
%’ayjaﬁandnsmﬁq%’ayjamqmsﬁu‘ﬁ"wﬁugm Tayanuvasniouay
nsmTadey uazdoyaiiifeitos

" AUR INTERNAL - ifendastudeyariamuaiiairstulnelusassneves
srvuuazlildvnefansuisiudugdulaeialy Alildsueyginnns

o

WUamedayallatsaumgaunaeianininaginlisaudenenddny

v 1 k4 14

s a = v @ €W
Aofioidswes AUR milunseanudunusiugnen wudeyauavdeya
d‘ a‘ v v g Y o % v 1 5
msaeansfas1enslalidmsu wweduuwintu
A v L £ 0’5 4 " v v a
" AUR PUBLIC - igndaafudayanavuanlifeinmsanuiuingeuianis
wag/vseidunnmsnTeasudmiumsidnu msdawedayaillaglila

I

FueygnarlineliAenanseyulumsausedeides nsliu viensil
dausmveagnAnves AURTeyadanansmdeyadililyiFnagns
Daereassusteyaviedeyanisadinsiliomzianzas
o 4 nsdauszianvesdeyaiiudaszanmaluladussunanvesuiiduey

Uszanana
o 5. ansmsdndsdeyadiueuliungliuaiguamsimuasnadesiulunnasd

&’ o v I a v YV o =1 1 o
wui mslienuauladufiasiudeyaianunsannilivanviedeeenls
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£ %4 o

O 6. anslunsidntstoua n1sduwunlsen wagnalnnssawanuvasnie/ns

v

1]
o

Jesfuisensuliiunmuaulnedoualaudeyauaslunigalaegquadeya A

Uaenasfpvssdoyaunumaenisussiiulagiuginnmsmuauiingas

v 174

v a A4 A a 1729 a
o 7. fuimaedesdiewmealulagansaumadugguatoyaildfuusumnsusuniia

Y

@ a ¢ v K% a v ) a Yo wa
PU/UINTADULNULUDT LQULLW‘Uﬂﬁ;IJaQ?JLﬂEJ'NJaQﬂ'U‘U@‘UL‘UWﬁﬁﬂﬂmﬂiU@Huﬂ

O 8. YayanauafBITAUsTIANAIAIENAUNITTIUTINTRYARAL N IRAILN.

N

v

1 %4 Aw £ 1 ¥
O 9. TBYANINTLAUFINIABITUTITADL:

y

" feRainegruvingau

= sUuuugavheeenInsEuUmsiiMsAnamnivanzeu

» pyndeulaeddnnsivmnzan douanausylend uazaruaonsivues
Foyadmiu msliinmsmssnmanulaendsilvnzaudieaugums

hisleyatl

O 10. maviiedenmnemsaisuitruhvesiagluguuuuiendnalag wving
sufenenuiifiaiesnin dewivdn demnudiinvseding waznisanelevlng

=

o 11. ‘ﬁay,aﬁmwmmmamﬁﬂméawé’qmn‘&aqsz LLaTe LU Lﬁa‘ﬁagaunﬂ

Y

wWeunsganssaz Msdnussiandeyanisuiuupmmnruddy

o 12. msaszminiineatunmsiamneydeyauagnisiineusulyifuninauuasy
P v & ' v o a ' ° ' o 1 v
MAgIdaianuamuIsNUILABIRIuN TR A@IENBN U UATEYA NQUa

Y

Tnundeya uazauuasaisvesteya

v

o 13. aumsdaussandeya naln/nszurunsiiuinwiwagidafinnsaudes

L4

WauuavUszgndly naln/nszuiunmsideslaiveyli@andninnuinwiaing
Uasndedeyauarlunigalaegquadoya
® Jauniiu

o v A @ wa
o deundiumstosiian vnil mslasuniseyliRain CEO way VP-IT
o msUsduly
o flimelannunasdinulovieil (MSeundi) ersgnastmemaddomsaniiunis

= = a 1'%
AUAILATIINDINTLANIN

u A o o - . . -
e msdathedauarnisdnnisnindduasauwe (information labeling and handling) N3

Favhdned enswdFuarsaumaniunisdavinswanswgdun seyliludydnswddu
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ansaumefieglumuguariun meluaauiuinnu wasdesindiodeiiieudai
Auluningduveuivh
7.4. 1585192108 UAUADAA BYDITLUUATITAULNAAI1UYARINT (Human resources

security)
Tagusasa

WemuaunsassmyaansdmufiRnumelusisn aiemueseminlunisshwinng

funwasnde Jasiusunsiefienaiaduanninaunianulivsesasdd anainundeaann
= a a v o = 3 @ = iy =

anudsmeniinainauivinlufisnisaiveminau IUNNIMUANNTEUEANUNTD

A o 1
LA UALMUINU

7.4.1. nsaFeANLiuAUaanABneaUn1359199U (Prior to employment)
P v W o a & @ Aa ca ¢
etlastudunsefienaiauannndnauidanulssasanagmnalselegtainnis

) a v a o [ 12 ¢ o
Lﬂuwuﬂqqu‘uaﬂui‘l?ﬂ’lLLa%aﬂﬂ?quNﬂwaqﬂLua\‘m']ﬂﬂfJ"]QJELV]']‘LNﬂﬁﬂqimﬂla\‘lwuﬂﬂ']u

e msfvuantNSuRasauveIwineu (Roles and responsibility) nsfiviuaninNAm
suiinveulunmsufuRausneg waemimanusuiaveunsiuanuiuaslasniods
v v q v Y ¢ o i v a wva al
Fosudslvindnauynaunsiu wagasusduatednualsnysnouwd g ufau aui

(J - ¥ v a U a QU
mvualudeulumsinsnusdwmuulevigdheuimmineinsyaaa
® nnTIREBUANANUR (Screening) 819BewaUleUENETMIMININTYAAG

e n1snivuadaulun1sd1991u (Terms and conditions of employment) 81398 9914

ulsuegdheningnsyana

7.4.2. N198519AUAUAIUARANETEHI9NTI5I199U (During employment)

Weairsmunszuiniadeanauuazlgnimenuanuiuaivasaisarsaune

a

Jastudunsred armrsaiad uldannislyujuaniuuleuievesuivnnieniny

L |

1 '3
Swinldinensal

&

o whilunsusmsdamsmeiuanusiuastasasis (Management responsibilities) N3
fuualiigUsTaunumuauiuasaenfeuiaganeny dnihnausuiiaveuly

mi%’ﬂmmmmmﬁumﬂaaﬂﬁ’aaﬁaumﬂuduumumawu

o msaseAnueszmin Msliaug asniseusuiuAuTuAUaefeliuAnTna

(Information security awareness, education, and training) n13a$19AuAsEMINTY
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AsfnwanusTuasUasaseliyanains (Security Awareness) AN NAIUAIL
& @ <2 5 a wa L P~
Siupsasaivesansauma lnsaseupguisulovieuastunsuufuAnuanyneun
o Y v oa o v o o a &£ vy | a wa
wiinnudesiuiiareu etasiudunsiefiausaiindulaainmslivfufauuleuis

ypsudTnvienuiivitlifanisal

o nszuruMIIMOTEIfiennsasineg (Disciplinary process) wiineuiid Aunseaziiuns
UfUAmuuleviemeiumalulagniedds audnvae vionuminluIrenIuin
Fradanaivy uavlnemaidevesuisnendwmiuulevigvesheusmnineinsynna

7.4.3. mséqu’%amimﬁ'zmLLﬂmmsa’th (Termination or change of

employment)
WenmeuiunslasnfevemindduasaumaALagsEUUa AU ﬁag’lumm

L d Q’I d. o 1
ﬂi@UﬂiﬁQ‘U@\‘iW‘Uﬂ\ﬂu‘Wﬁ ﬂ?iﬁﬂﬁﬂﬁ%ﬁ] ANSLUATUATLAUITU

iy & o o . ) - a =
e n135dugan3en1siUigun1391991u (Termination responsibilities) N158 WEAINUNTD
o [J ] ye‘a" v < = o ' g L4 a wa v o
LURBUATLAUIU Iﬂﬂ%ﬂﬁu%’j‘ﬂﬂ’ﬁ’\]’\\‘lﬂ'\u WiﬂL‘UaEJUG\’]LLMU\?UUWEN‘UQUC‘MWN UMM

F. . SN U S a 14 ) a o 1 A" v o
mmwwmawmwummwauqﬂmsmamumama EJUW]LLﬂUN'\UIUﬂ'ﬁﬁH?!ﬂ%ﬂ'Wl

rusuiareulumvhouvewny Sedwmmunleuieihauimminensyana

= o 6o & <4 a o 1 vad 1
o msAuniwddu (Retum of assets) NMsAUgANUMIBIUABUMUVUILALH N UAANTTING

nuvdeiasusumaiy ﬁaaﬂﬁﬁﬁmmwﬂwﬁm’m%’uﬁmawaawﬁ’nmuﬁﬁ”uqﬂmﬁwa
muewasuswmisnulunsfunindduasaumareauin feglumiuaseunses
Yo39u 1wy Tnsntnnusazalien1sufiRnusdwnuuleugieuimminensyana
e nnemaeudAvEluNsEs (Removal of access rights) MsANARNUVSBLUABUR UYL
NUEAUATFUUNUEN TN Fawhnsnenneudnilunmsiifamindauasaumna uay

sruuasaumAnsdaugau vsawdsuaninmadntansdiivasudiumianu iuninng

Fugamumisnurianmstisuiumisnuduiing
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7.5. nMsad1sanuiuasasnaienienieninuazauingau (Physical and environment

security)

as

IngUszasd

4 v fa v 4‘" o o [
iemuaunIngduasaumalazlasiaisiugufatuayumsNUIBIsTUUASaUNAYDS
USENNNAIUNEAW Lagn1sAuANNISITIIuLasUITIThwgUnTalasauna IWsyuy

a i [ Y =2 v a
ansauweegluanmiifiamuauysalsienslinu desiumsidrdmindduasauna viems

gnilnimedeyalaglilasueygn

7.5.1. USLuNdeslin1sshenaulunilasnne (Secure areas)
LY o a - v = [y [y P Y]
MsTarUs AN esin1ssnwInuUasnssussasauma eaunisteeiunns

YV e v fa k4 4’!’ ] L I
LN TN AU LLa31?1‘5\1?13’1\3WU§1UWE1UUﬂ‘l{‘lJﬂ’15‘1/1'N’]‘U’U@QSSUUHWSaULWﬂVIW\?ﬂ’WﬂWW

@ o

e msdmrihusadauseu (Physical security perimeter) N33AUSIIMADNTBUUTIN

Feainmsdnwaulasnde (Secured Area) uazdniluiiuiiruny (Restricted Area)

¥ 3 “ o v I o v v
® MsMUANNSIUNBBN (Physical entry controls) UsLIunaBwinIssneIAINUaanNenas
a B o 4 o % vada v & awva & A
finsmuaunsidieen wareygwlvnudieenldlameggnivinujiRnunigluiudg
4 vy vo o & v & a & Y = a dy a  w
wiegniasueygnmuanuinuuaivinduy anslumadhfeinaundedininwany

@ v a o
Ua'ﬂﬂﬂElélla\‘]ﬁﬂ'ﬁm53ﬂa@Uﬂ37NQﬂW@QW'}N§$83L'Jaqﬂﬂ']ﬂuﬂ

fa o

o nsdnwautuailasndedmiudiineu Wewha uasniwddudug (Securing
offices, rooms and facilities) Msa¥anusiunsasaisludiingu uagvowhalae
17'1'5'11au%‘msz’i’ﬁﬁ’ﬂmmﬂu;imuququaLﬁaaﬁ’uqﬂﬂsaiizuummﬂaamﬁ’aswﬁgﬁms
U593

o msdestufeanauanaisusniazIndswinday (Protecting against external and
environmental threats) n1stiasfussanauaneusnuazisanduwndey lagly
Whaidedinsdhwmnaeadefissiunudfyasaade viosmeuiames fesfud

14 a = o o o a wa o ay '
mu’lunﬂma LL@%‘U?L’JiLWlG]@QQJﬂ'ﬁiﬂ‘t‘ﬂﬂ’l’\llﬂa’e]ﬂﬂﬁ]@ﬂ‘]ﬂ')'iﬂ{]‘l.lm mummmrﬂwuag

AUNSHANTN

a wa & ddd v v ) @ = n
o msujURnuluiunndesinwmuiuasUasnie (Working in secured areas) 113nN19

muAunIsUJURNuluusnuinedininwAulasniy LarnszuIUNITAIUAN
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whesnumeueniidunujiianuneluuiem laeiinsimualinmssidsuldives

a o a wa & ddy o o @
‘uswuasmmsmimsﬂgumm‘luwuwmmsnmmmuumﬂaaﬂﬂﬂ

AMSTAUSINEINTUNISIUNRY NS ensdBUNARS M lnenLIBuAt8uen (Public
access, delivery and loading areas) N33 AUS LIMNdIMTUNISIT 1D InT on15d auBY
nansasilasyananisuen ueneenindiunudug wasinsmugunisvinulag

NINIUYBIUSEVIRADANISAINBU

7.5.2. ausiunsasafzvesgunsal (Equipment security)

Wesnwauduasasnsiy guasnunazdentrsslvigunsalansaumeaegluanini

wyeulda Yostumsideme viensgaywmevesgunsalansaumna Feraiiluiansiilva

maﬁa;&amsaumﬂma’luﬁﬁw

nsdanauaznstesiugunsal (Equipment sitting utilities) N154A1 wagnsIaLAY
gunsal vesdnineu vienindduamsauma ilimuduasvaonds iedeaiude

AnAUTNeAUAIRGRN warauivilifenisalveaniinay

guuuazgUnsalatuayun1svieu (Supporting Utilities) msdalviflgunsalaiuayunis
v ietesiunsduvaivesgunsalansauma wagynszuuaediununsinesnm

v dl v o a a X vy
LLaS(ﬂi'}ﬁ]aaUﬂjquwgauluﬂ']{bU\ﬂu LwaiaﬁiUﬂUﬁaquqiﬂﬂﬂﬂu‘lﬂma@ﬂL')a’]

nswaualn aedeans wazareiadaduq (Cabling security) nsiauatg Wi ane

= a o £ [y o v vas
doans wazaneiailadus fedldsumstiaatuainnsitndalaelilasuaygyn

n15UN535nw1gUnsal (Equipment maintenance) AMWUALNUNITUITITNY WAy
% v ¢ a0 o 1 ¢
aageuanunionlunisldnugunsalansauna amussezianvua tielgunsal

a

o v [ 1 dl d' € 1 i
Maulasensawiias u,azag‘luamwwmmaugmmms’l‘mu

n1stesiugunsalarsaumain lda1usguendiineu (Security of equipment off-
4 [ L3 1 e v 1 o o Y a
premises) MsYasiiugunsalansaumeaniegnldauegusndrdnauieliliiinay
devne Tasmsadnanussenindennnuddgresnisshvanulasadegunsalansau
v wetestumsidemevsensgaevesgunsalansauna wasmsungeinwgunseal

nsmagunsal nieugunsalnduunldudnnd (Secure disposal or reuse of

equipment) M3n3IvaURUNTA wazdetuiindeya lnenTiaasuiisssiuanud Ao

o &

P 4 o e P aa o w | - v = w1 al
mayyaﬂLﬁUagﬂuaaUUWﬂ ABNINUITNITNIAA LYU QﬂﬁUWQWi@QﬂUUV‘ﬂ‘WUﬂ@UV]Q%W
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wIevhgunsaldsnaanduanldlni iieldunmsdestunsinlvavesteyaasaumne

meluusen

e nsuImIngAuaisaumnaeenuend1iinatu (Removal of property) NsUINSwe du
asaumeesnuenuitn deaduntnauifians desiumseyiRnnfuinsasnu
Wity wasdeshtuiinnsiesnlaesurudaiidurenunuseunisdaiui
fvun Weldlunsnsaasudeunds

7.6. N15USNITTANITAIUNISTE 08I5WATAITANT UITUVDITLUUAITAULNA
(Communications and operations management)

o’

nQUszeeA

WelN53ANISAUNTARETLAT MIATUIUAN|UBIAT DU A TAUMNARI VBIUTENT]

awvadw = o v 2 = J a v d”
LLU’JVI']\‘!U{]UW‘V]‘UGIWU LLﬂ%Nﬂ’J’]N&JUﬂGUaﬂﬂﬂEJ‘\NI‘IX&J’J’]\?LLu'WI’]ﬂﬂ']LUUﬂ'ﬁﬂﬁu

7.6.1. mstmuamihiianuiuinveuuaztunaumsufiieu (Operational
procedures and responsibilities)
Wilnsimuaniianuviareuvesfujianuasaumaidaay Welvnns
fuduniseanegiii srdestudeyanazsruvarsaumavesuien uldegregndesuas
Uaease saudedesinismmuayaaaduiaveulunisimun udly nIowdsuuasen

Parameter #1949 UBI5EUUENTAUNA YIDILUULATDULBENTALIU

k24
1<y N

o fwmualiligleUfuRnuuasdunaunis¥e1u (Documented operating procedures)

L4 v

nguusmssunalulad ImhndavhailouiRnumenumealuladansaumerng ves
A

Y

UIEM waguSuusamusseshaimugay

° msﬂfmquﬂﬁl,ﬂ?iauwaq Usulgaudlusyuuansauwme v3egunsniusyaianaansauna
(Change management) ngau3mssumalulad fnihfguauazmuaunisiuasuulas
lussuuansaumAvasuIEm

o nsuUwniiinuiuiaTeu (Segregation of duties) WiiBuIdwBITTUVENTAUWA
uaznguuinsaumealulad fmhiiswsufmusuasumiieusuisveulunis
UjtRnuitetlesiunsihivensaumneavesuidn Tngldldiueygravieiningusyead

®  NISHENTTUUAWMSUNSHAILY MSVAGDU WazN1SIAUINISa3e (Separation of

development, test, and operational facilities) nguusnseumalulagaedalviinis
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wensTUURAUT (Development Area) ssuunageu (User Acceptance Area) wagseuu
93013931 (Production Area) senanfuiteanauidsdunsiindavdents
Wasuwasdeyaszuudmiuliuinslaghildsueygn lnsyaranieusnver
Tvusnislag anunsaundsldlamnessuuiauayssuuageuwiniu AV unns
Whilaszuuliusmsase

7.6.2. MSUIMITIANISNSIAUSNsURLIBIUAEUan (Third party service

delivery management)
iiadnwssRuaulasaiovesmsufsaviilaemisnuneuen Whduluan

JannasilavinlIseninuseniuntguAeuen

o  msliusnsiaemisenunieuen (Service delivery) nguusmamuimalulagieafiy

LLazc;\,LLa'lﬁﬁmsaa”mﬁﬁaﬁmuﬂ PSRUaRNNAIUNITTUUSNISINNNUIBNUNEUDA

® NSPTIRERUMSITUSANSIAgMIBUABUSN (Monitoring and review of third party
services) nanuinsdunalulad fesifuuasqualvilinnsasivdeusisnu viseduiin
mslusms savintulemhsnumeueniivuinseswatiaue envvasuany
gndeslunsliuinis Tiiulusudennas

o msusmsdanisnsiasuudadumsliusnmsvesgliuinisnieuen (Managing
changes to third party services) mIwasuwlasessuy weeuinsiisuineulng
mhemuneuen nguuimsumelulad desgualifinsusuugededlnsliuinns
YesunEuen Welimsasuulasiiddysesyuy vienszurumsiiieitestu
UL MIVBIMIUIENUNEUBN

7.6.3. N15NUAULAZATIISUNSNORUA1TAULIA (System planning and acceptance)

el LIl LUANT AL AN SNTNEINTUUTTUUANSAUNA LaZinaalunIg

asesusTUUasaUmAiisanaudsdunsALmAIYBISEUUAN SALWA

o  MsuKuierMuaALdeINTIINSNenS (Capacity management) SEUUANTAULNA
a9 FodimsnunuietmunaNufsImsnInensasaunaiimeinaediesl Lo
seviulutigtunasseiiedueunn vislilunsveefvesgsinveauidn weliszuu
fusv A mimnsauasfsmesionsidrlueunan sgrsasinanennd viedledl

LY

nsiasundasndAgy
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o MInTIaTUsTUU (System acceptance) Aosialvdinaualun1snTITUITULATAUMA
1 A U a‘ a a4 o 1 1 5 9 o a U o £
Tl fiSuusaiiady visemUugulml sauvia fesiullumvaaeuneuiinsSussuudue
7.6.4. nistosiulusunsuiiliuszasdn (Protection against malicious and mobile

code)

¥

WislwiinistlestussuvansaumaLastaualvivasnsaanmslandvaslusunsunll

Y

<

sUseasrf(Malicious code or Malware) 33f8aiiunTn15UIAUTZUVANTAUNAYBIUTEN

De =1
=he

nstiesrulusunsun baiuseasan (Control against malicious code) AMnuAlAiisEUY
<A = I o U U U Y e A P (7 (% =
NIDATDIUBANNIUNTIINTIVIU ﬂ'ﬁ{]a\‘]ﬂu LLazmif;]ﬂaUﬂuL‘waﬂaﬂﬂu'ﬂi‘wﬁaua’liaumﬂ

k74 4

a}.l. ca Y v a o v dd v v
mﬂi‘dikmiu‘v} UUSLEIRNTIUNG @aﬂuﬂﬂiaiﬁﬁﬂiﬂumiswunwLﬂ‘c’J’J‘UENIﬂﬂUBﬂ‘U\‘i’mW}EJ

G
o mstlostulusunsuiadsudl (Control against mobile code) Snlvfisnasnisii 2AIUAN
msldulusunsueiinndoudl Wsunsuiindeufionmisrusiveasesneufiaunes
yijuiteluvhmilumisaruswesdniesesrenfianesuil
7.6.5. msansesdaya (Backup)
Wi a¥nwinugadesauysaluazanundeulivesssuuarsaumanazgunsal

UsZUNaNaaTAUNARIAUA LS

e n1sdrseateya (Information backup) TeuamsaumaAvesuIEvsesinsdisetoya
wazvadeumsfautoyasuianuiidsenfvlimunloneszuuasaumadizes uas
unusBIFUNSElRAWRRNRY

7.6.6. MsuIMITTANIIAIuAATuRUaBafsd S uIATeY18ve10eAns (Network

security management)
smusliinmsmaiedostufoanausine maniedieaeuiiawes uazquainwm
anufupaaenssdmiussuvasaumnan idueiodns nudedoyaniaqfiasiuna

P38y

o imsmsvnaAietne (Network controls) Awusliisnmsmsifiedesiufeanamsingg
mapIetnensuiawmes LLa::cg}LLa%’ﬂmmmﬁumﬂaamﬁa dmuszuuansaumedildau
\w3etneslufseyasieg fdwumaeaiete

o ausiupsasadsdmsuuInisasenie (Security of network services) N1SANNUANT

ZnwanusTuAIUaan N BsEAUNISIAUSUNS LAZNISUSUITTANISLIAS DU L ABUNILADS
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FAVUAVDIUS Y IUTIUSNITAS IV WANBUBNLATUI NI BUABLAT BY 8NN TUIIN

Aeusn (Remote Access)

7.6.7. msé’amsﬁ'amﬂumsﬁuﬁnﬂaga (Media handling)

P v ) 4 v o= v Aoy a v
LW@ﬂ'JUﬂﬂJﬂ']ﬁI‘UQ']u LLaxﬂqiﬂlLasﬂw'\aﬂ"U'U'V]ﬂ‘Ua%aﬂum@%aaqiﬁULWﬂﬂaﬂUiﬂﬂ

nmsgniliameivasuutasudly msauniensvhanglaghiladsveygnuazdesiunis

Andavsengarzinmagsia suillesndeyaasaumeAunnees

mMsusmssan1sd evuiindeyaiiamnsaindoudels (Management of removable
media) Aetufindeyaiannsaindsudiels (Removable media) Wnszmindsdoyadn
gnmihaneese uagliannsmhnduinddeyaledn ioanamdsdumsididdoyalne
Lilasuaygyw

v

o A o= . . o T v 1A
Asvhatedetuiindeya (Disposal of media) n15vianed evufindeyad ludaiy

v

¥ 1 [J

ududedddnundvienuneignisidau asenindayaitgnvitatsaie uazlil

Y Y
anwnsathndunnnddeyalétn iveanmmidsdlumadrfleyalaghildfusygn

a wva o g (Y v

‘zfumauﬂgum d13uN159Inn15Yeyaa1sauind (Information handling procedures)
fvusliituneuuftidmiumsdamsuaznsiafivansaumaiiedestunsidridlag
LiildSueygaviomsldnurningusvasd

msadauiuaslasndsdmIulenalsseuu (Security of system documentation)
oldtinnstestuionanssruu visdeyaifnafussuvanuiiiinnuddyannsidadas

Lilasueug

7.6.8. msuwanAsuansauwme (Exchange of information)

nsmuauMsuaniisuasaunaiiesnwianuuasasaisvesdeyaiiinig

Y

A s 0‘5 o d‘ U 1
sanagunu pangluvseniazmuaniUagununiignuaeguan

o o

ulsunsuazd unouufuAdmiunisuaniud suansaume (Information exchange
policies and procedures) fvualituneuu R uazinasnissesiuiiedesiuiigm
299NSUANIUA BUANTAUWATENINBIANT LU MIBUABUEN ABNILYBINIANTT
doansvnuiin

Fonnadlunisuanasuansaume (Exchange agreement) Msuanivdsuansaumelag

SUnUnsuNEuendesinIsIavindannaslunswanUasua SAUNATEINNUITEN Lag
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£
w3

PUIBNUALUDN Lazin1TasuIusg 1 luaudnealsnys 1Y n1sasunuluimeuns

ANEU (Non-disclosure agreement)

® msdsdetuiindeyasenluusnuivn (Physical media in transit) Msdsdeduiindoya
ansauwaiumhsnuaeuendesimualiiinislesiunsidrdclaglildsuaygin ns

THuRninguszasrwagnsilvdeyaiinanudeme

o msdsderumBiinnseilind (Electronic messaging) ilunmsnisdesiuteyalunis
v a & a « v M Yo a
defomnunndidnnseiind annisidndislaglilasuaygin waznisudludsunlas
daya freg1u9y 3513199 E-mail 2E1UVUILAUNNTEL T IUNITITINUNT W AU

ANSAUNADY 1 BUNZ AN

o szuuasALWANINGIATTexleafu (Business information systemns) S¥UUANTAUNA
yagshafiidenlstu Ao msldnudeya viessuuansaumasiuiu sewinsuddnuay
W8 NUAEUBNEIUNITABANSE UV WU 1Bnans, Tt ereuiumes Wsdwy
Insans, nsdanelusweld E-mail, Voice MailImasswmsaummaqsﬁaﬁL"E'iauisaﬁ’u
fosdinssrynauildnunazdnslumsitrieeyavemitsaunisuenlidaiau uag
AMnuAisnsYesRunsIdIaIsTULaITAULNA M%'a%’ayjamsaumﬂguﬂ‘uaw‘%ﬁwﬁhj
foamslvmiisnuneuanignalea

7.69. nsadranuiuasUasadsdiniuuiniswadedSidnnseiing (Electronic

commerce services)
W ead1earut unsUasadsdmsuuinnswidlvg 518 anseilnd (Electronic
commerce) kaz M3viganssueaulail (Online transactions) dilvegfiinsdwiudeyaniu

Lﬂ%a‘ljﬁﬂﬁ’]ﬁ’limsﬁ\‘lﬁﬂﬂu ASATMUANITUIHITIANTA LAUIZ AN WiatdunisShwanu

) % o = v A o W M Yo
Uaeafzvesdeya uazananudedunsiinfedeyaiiiemmddglaghiliasuoygn

e nmswinidBannsafind (Electronic commerce) AMnualdiuInsAIstunsigIuLas
Jostuszuvumalvdsidnnsedndfisinisdeiumaaiedisaisisue niedumesiin
(Internet) titenstiasudoyamsaumannnisdiis viemswasuuasfeyalaglild
Fuayym

® msvﬁqsﬂssuaaulaﬁ (Online transactions) AvualAduInsnIsdrnsuni1sUaenu

L7
v o A

) ¢ Aol k4 v o L3 v Y a '
miaummsu—awmmmamumamqsnswaau‘tau VNULWE)ﬁjENﬂUhﬂﬂLﬂﬂﬂ’J’m‘lﬂJ

auysalvesansauma A5u-dsansaumagndsluiiadunisuueiedis msiasuulas
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arsauwmelaglilasueygin nmslawmearsaunalaslilasuaygiamiamsidiun

ansaumelaglilasueygyn

® AsAUMATINNITINEUNTDBNEA15 15 (Publicly available information) tietesfiunis

Whiawazuiluteyalaglilasueunn

7.6.10. MalsziameduauiiuasUaande (Monitoring)
WensvasuaAnUnAannnisldssuvarsaume Tagldldsueyyn wiefia
Togusvash
o msUufinwmnN15ain1sluIEUY (Audit logging) AMvualvilnsUuiinivenisal
(Logging) Y84S¥UUANTAUMIAAINY ATBUARNDY st lgaussuvansauma n1suias
nsliusmsvesszuuuazmgMIsinneg Medesiuauiuasasafuesvatiiaue

muszegamimugll

i
v al

L4 . . J o a va o
® M5M59ABUNTSLTIIUITUY (Monitoring system use) AnualvisiYuneuUUdiie

g v

ATIRERUASIINUTEUUANTAUIWIARE AN LaLe Weg A waUnfAiintunieli uay

Jeatunsidlaglilaiueygn

o mstesiudeyatuiinimenisal (Protection of log information) seuukaydayanyinnis

Y

a

Juiin (Logging) Aesiin1sdnindnsnisitnge uazlesiunisidsuutas viisudluteya

Tnglaildsuaugnaliiinnsdilag sy

o Juiinmssifiunuvesdguasyuu (Administrator and operator logs) Msfiiuimilas

'
[ v e

vosfguaszuy vialimihiiAedestusyuudesgniuiinly uasdfeslimatostunis
wWasuwawseuilvdeyameituiy

e nsvuiinimgniseideianain (Fault logging) Aasimualiidnisduiinivgnisal
FoRamarnsneefiAedastumsldauasaume JipszideRanarnmantukarinny
sniunisunly

e msnanarvesgunsalneuiiameslinseiu (Clock synchronization) Foaranatves
qﬂnizﬂﬂam’hLmas‘vgﬂLﬂ?@qiﬁmsqﬁ'uImaﬁﬂaﬁaaﬂnLma'mmﬁnﬂéfauﬁa'ﬁwlums

v
v
a =<

asasuramngUnsalreuitunesgnyninusaiinlymilag Ju
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7.7. m3aruAunsidnfmIndduansaumna (Access control)

o

AQUsTasA

emuanNsIdmIngRuasauna aseunguiisnIsAuauNMsIifsssuuaIetienely
USE¥vmdn suuUURnig wag Application A1equesssuuasaumalaedinisivusluls o
v8Insigaliiny uwasiigaidnsUesiumsidriessuuasaune uazdoyaarsaumalng

Lilasueygyn

7.7.1. 49MMUANIGINIEMIUNMIAIUANNISIEBEsEUmA (Business
requirements for access control)

Lﬁ'a‘lﬁﬁgﬂLLUUmsﬁmumﬁw%’lumsL°t'h50%%’wéﬁumsauma‘luszwmumsaummnn

szuu Wluluiiemadeafuueslulunmudedmualumsldiuresgsisvesusom

®  MUuUAINITAIUANNITIIINNTEUY (Access control policy) egruduanednuaisnys

(Documented operating procedures) kagApinSUTUUFIWIZBZIANSUANAIS

7.7.2. MIUsM1sInn1sn1sdfevesily (Use access management)

LﬁEJmu«-}ums’lﬁﬁw%mwﬁ']ﬁmdwﬂ’ﬂmu wazmsdanssiaruiildlunsdndwes

szuuansauwe Jastumaidrdstoyalaslilasueygyin

o nmsameileuntinauy (User registration) MsmuuanuimaljiRanussnisameideu

WIN9U M3aMSIRAVELIUNSINDNSZULANTAUmA
®  MUSMTIANSANSNSIFIUTTUL (privilege management) Msdamsavistanizlunis
Td'9ruszvuaruadrusnd ulunisldouvesy Tdluwn as Vyd a1y

(User ID)

® A15USUNSTANTSIWANTU (User password management) N153AATITHANTUAINTU

v 1% o val ) )
ﬁﬂ”ﬁ\‘i'\u LLazﬂ”ﬁQLLﬁSﬂ‘t&’ﬁMamﬂ'mummuumﬂaaﬁms

® mwumuﬁ‘w%ﬂwsﬁwﬁwaa@‘lﬁmu (Review of user access rights) ANILUVIUNMITNUNIY

a

a a v <2 Ao w ' P Y va

aVIﬁfﬂsL?ﬂfN°U@QigUaniﬁULwﬂﬁz‘U‘Uﬂ'}uwa']ﬂEUEJEJ'NL{:JUVI']\Tﬂ'ﬁ LwaﬂaQﬂUﬂqiiwaWij
o - U A o A o A Vs

Wum’mmur]’)"l“/lﬁ)’llﬂu LLEWﬂ”liL‘UaEJuuUﬁﬂﬁVlﬁIﬂﬂlﬁlﬂiU@igﬁy’m

7.7.3. wﬁqﬁmw%’uﬁmawawﬁ%’mu (Use responsibilities)

= v

W an nuaANSUR AYeUTuN ST UENS N15191D 9 BN AANTAUNA LasSE U

v

ansauwme Wetestumsiindslaelilasueygyn visemsldnurainguszasd
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o nsldnusiarudmiudldeu (Password use) wilnauniidnslussuuansaumelas

a9UsE Faafiusnusiannulumnudu wazivuasainulieinsenisaiaan

o  mytesiugunIninlifininaugua (Unattended user equipment) m3teaiulailviglyl

favdanunsaiinisgunsaldinaudiunasnlifindnaugua

U

o ylgurwmuaumshiimingduarsaunadidglilunnlivasads (Clear desk and

Y

clear screen policy) fldsmsinthitenuaslailiiinisudesnsndauansauneiiddyeglu
anuiifilivasnde Wy nstestulilfienansviedevuiindeyasyluiuiiiaise
vindaldlagypranieuen
7.7.4. m3auaNn1sdIuAIeYig (Network access control)
Wemuaumsiinissuunsetersuiamesveauitn wazdesfumsdniieuinig

= 1 aAa 1 1 = 1 Vs
V]']\?Lﬂi'&]‘lﬂEJLtas‘?l’i)uua3'13ﬁumﬂ‘V]3Jﬂ’ﬁﬁ\?N']uLﬂi’e]?ﬂﬂiﬂﬂhﬂﬂ'iU?J‘lglﬂJﬂﬁ

o ylaurenismiuauMsidauuIn1siaIene (Policy on use of network services) A3
muaumMsiisssuunietisreuiines utinsseyinimslafieygealigldau

aunsaldle wisusnmsialiarunsaldaula

o msigaddnudmiugldfeg angusnesdns (User authentication for external

Y

connections) Asrnualidinisiigalsdinuneufiazaugyinliy ey neusnasans

Ao IULAS DT E AL TEUUANTAUNAYBIBIANT LA

o wualiiinsfigesiinugunsaluuiaiedng (Equipment identification in networks)
Humstsuennsieudevesgunsaiuulaietny Welisuimsideusieunaingunsed
wipanuiinlaiueygmudlase (Automatic Equipment identification)

o FwualiinstiestunesniilddmiunsisaeunasUsuussssuy (Remote diagnostic
and configuration port protection) wnsn1snstestunisidadanes ad g dmiu
ns1EpUasUSuLAtTTUL Tnedasnseunquiinstiesiunameninuagnstesiums

WhnelaeruaAsede

o Mmuslinisuuaeniedetie (Segregation in networks) MIUUILEALATEIBANNGY
yasdoyamsaumeaiildau nguvesdldmunisdiiiunumegsiie uaznguuesszuy
ansauwe Wy MIuvsenesetienelu durietnenisuen MILULATENIBANNGY
seiumudduesiioya viieiniedneliane Wekmunssiumsinwaulasadelyi

Y 4 da & ' '
L‘Mll’]:ﬁﬂllﬂ‘Uﬂ'J')ﬁJLﬂEN‘V]LﬂWU‘iﬂU LAaTNgU
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o Mwualiruaun1seuseniuAIadie (Network connection control) ABamnun
EUMNIULLAS BT IEBAIUANNTSYBNABNINATEYIY kAT INaLIEUYBIENTAUNAUY
= ' ¥ Y =
LﬂiEJ‘U']EJ'L‘WLUUGﬂﬁJﬂqiﬂ’)UF’!MﬂqﬁL‘UWQQ
1-1:5. msm‘uqun15L%'ﬁﬁ~1‘szuuﬂf]ﬁ'?xms (Operating system access control)

Wemuaumsiinfsdeyauazmavasuulasteyavesssuuuf iamslaglilasueygm

o Jupouujiflumsidnfisszuueguiunsasadie (Secure log-on procedures) # M5y

YV <2 < k4 a wa
msmmwsamﬂmmwwﬂgummi

® msss‘qLLazﬁQQﬁﬁwu‘uadsﬂ‘?j’mu (User identification and authentication) Lﬁaﬂﬁsisu
smilunsdldnussuuiilisdeusu uasdesdalifinsrurunsiigadmnuneudly
nuszuumadeyaszyinuiiliiu

® SETUUUIMISINNISTIHANTIU (Password management system) sEUvANAUNATIsEUU
mafgaifnluguiuutydiliuassanu fesdszuuuimsdamestaruiiingg
ATUANANG

o msldaulusunsuuseian Utility (Use of system utilities) Msdnfauagaiuaunisly
ulusunsuUsELAT Utility sinee siletleafiunisasidin vienanideunnsnisausiuag

Vaeaseilarmualy

®  MSRUALAINITITIUTEUUANSAUWA (Session time out) n1s3ndaratlunslyay
SEULATAUWA Lﬁacﬂm:ﬂé‘lﬁ'muiswmLﬂuisaznamﬁa WU SEUUAANISITINU
SR luLA
7.7.6. nsaduRuNIsidIfuanwatadulazasauwme (Application and information
access control)
ieanrudsslunsdndsoyalaglildsueygn ms¥ilvavesdeyarinszuuau
ansauwme TUsunsy Utility sevdwaiseuuujuinig uaslusunsulivssasad
e n3stANISINTsasaumA (Information access restriction) n133iaANIsIATaYa
ANSAUNAVBITZUUIIUANE Taomsidndsdesuwenauanusidunamiiveglda

e nsuensruvANsaumAndaud1Ange (Sensitive system isolation) N13kENITEUY

LY

dd u o b dd o e lﬁ' o o
ANFAUNANUITAUAMNAAYNUITTAUAIUAIALYEN WBNUUATTAUNITAIUAN a3

Shwausiuas UasademuseiumiudAgyveteya
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7.7.7. msajuaugunIaldeasussiamwnwinaznsUfURIun1eusnasdns (Mobile
computing and teleworking)
mMsmuAugUnsaideasUssnwAnILaznsUfTRNuIINAEUen IeanAmLEY

Tunmsihdsdeyalaelilasueygn annsidlvavesieya

® msﬂaqﬁ’uqﬂﬂizﬁﬁ 2a17USLLANNANT (Mobile computing and communication)

< v

gunsaidoasussiammnw Ae gunseldeansitannsausznana Tuiindeya uaz
\ousain3etsld 19U Notebooks, Tablet, Smart-Phones wazgunsalduqilaiunsa
yudnuazadieadeguasaivand TiRssuRuduneuufoRnuiiaiuiunag
Uaeadeannningunsaiansaummialy Tnefinnsananaudsedidregunsaliily
\Jousle

o myuftRnumesusndinnu (Teleworking) fle msuftRnulaeideusossuuiaiote
MnanuinmeuenuItiigsruueietenidlu Tasmluudiesviindumedidn Tae
fimsldumsidendeiiimiuiunsasnss 1wy Virtual Private Network (VPN)

7.8. N15I AN ATTWAILY LAZAITUITITNBITEUVEANTEUNA (Information system

acquisition, development and maintenance)
IngUszasA

iemuAuMsUIMsiamsteyanislunisuszananassuvansaumna mstesiudeyalvd
98333Uu wardeyanlflunsvaasussuy unsnsdom mswauwasmsigssnwssuy
ANSAUWA Lagn1sIanIstaslluasawsuasganiwsiiatasiuamnuRanaInLAnaIn

M3dam Wawn wazmsUszinanateyamsaume

78.1. farmuadiuanusiuasiasndedmiussuussaumea (Security requirements
of information systems)
ieliszuvansaumeiinisdavhdetmuamaduanusiuasUasafeiiduunsgiu
Wenfuluudsm
° misaﬁwﬁaﬁmumLﬁ'mﬁ’mfnuﬁ"uﬂwaamﬁa (Security requirements analysis and
specification) mﬁmswﬁuazsswﬂ'ari’wumwmé’mmmﬁ"umﬂaawﬁ’ad’m%’uszuu
ansaundbmiviiessuuiviudanssuuin TagligaujiRmuulevienisiam Fingia

STUUNUABLRILNBS
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7.8.2. msuilvanugndas Tun1suszananaseuuuasauma (Correct processing
in applications)
W aUeIduAINUAANAIA NITEYNIBYBIT DY AANTAULVIA 1NNV AT

el M Yo <4 ¥ a o
Wasuwlasansauwmealaglilasueugn viienmsldnuasaumeiningUssasd

e nInsaputeyad i (Input data validation) nMsivuanalndmiunsiaasuteya

dgssuunuasaumeindeyatiuiinnugnieuasUasadenouiiaviiluusyanana

] msmsmaauﬁagaﬁ'aeﬂuswdwﬂizmawa (Control internal processing) N13ANMUA
nalndmsunsrraeudeyaluseninamsussanana an1ug MYy Watlastuau
Fovne viseruAanaInfioiatuld anaudman LLazm')ma'mm?{aumaﬁayaﬁ
oAU

® N15M5I9ABUAIINYNA BIUBITDAN (Message integrity) A3 nuanalndmiy
cfma)aaummgﬂe?fawaa%’amm’luszwmumsaumﬂiwﬁqmmmnﬁaﬂmﬁums

Wasuuwlas dWuduvseauderulaghilasusugn

® nsnsIvdeuteyadsesn (Output data validation) Asivuanaladmiunsiaey
JayaneeNNTTUUNUATAUWA visonadnsTldannsUssinanatasadu Weduns
ATINABUAINYNABIVBINTUTEUNANE uazanmuidsslumuaaardeuTestieya
7.8.3. wwsn1snsidnsvsaudaya (Cryptographic controls)
1T 1519159 aau(Cryptography or Encryption) uagldnaua (Key) 7 19y
nszvaunsnsiaduiednuauduresteyaduduimnuvesdsdeyauazsnwain
gneeavesteya
e ulguemsidsadudeya (Policy on the use of cryptographic control) MsmuuAly

fimsdhsfadudeyalunsiiuinundeyauagnisdeansiuniony

o msuimsianisnguaistateya (Key management) msuimsdnnisnauaitlély
nsdsady vieasaswadulumsldnumaianisdisiateyasiag etesiuns
WasuuUas gaywe wiemsgnviany

7.8.4. mIatenusiuasUasadeliiulndvesszuuitliuinis (Security of system

files)
msademnuiundiivinduesssuuiiliuinisvesssuvaauma lumsufiRnu

TaqiiAgndes Wy mstnssgensadadudeszuuiiliuinis uasnslédeyalunismaaey
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P Y I ¢ akLv a Vs ]
szuu edsatunsdnfslidvesszuunliuinisiaglildsueygn wavanaudsdunis

WAaANuEsmeNANURANAIATIDNATULR

e msmuaunsUfTRmuiRsestunsinfwensufaslugiseuuiliuins (Control
. [y - a wva o a wa a o [
of operational software) dnlviivupeuUfiRtiemuaunsufuRnunineItesiuns

fassrandulsaneaslussuvansauma eanaudsslumsiiamiudsneainainy

Aawarnvierainduls
o msUasiudeyaiilddmiuniimaaauy (Protection of system test data) Ialviing
Yostunazmuaunisldanlunisneasuseuu (Test) waznisivuauinsnisiunig

naaouszuuielesiumaiuasuulas wagaudemevesdeya

® n13AUANNISIUIENY Source Code @113UTEUU (Access control to program source
4 o Y = o 7 Y a a dll %
code) ABTNALAZAIUANNTISLUTENN Source Code dususzuuliusnisase wedeeiu
A Y H! o 1 = 1 ¥ Y a

nswasuulaslaglildsueygn Fe1dnganudemesassuvasaumeanlyiuinig

7.8.5. A158319AMUNUANUABANIEINSUNTZUIUAT MINISWAILSSUULAZNSZUIUNS

aﬁ’uaqu (Security in development and support processes)

msszq%’aﬁ’muﬂ'lumsﬁ'@umﬁzuumsaumm waEASEUIUMSANUAYUATTYINU WD

ShwanutiuasUasndgasseuvansaumnea

J [

& ‘fumauﬂﬁﬂ’ﬁmmummumsmﬁ'auwaq UsuUsauAleseuy (Change control
procedures) MsfnuadumeuuFiRdmiumuaunsvasuula vsulaudlussuy
asauma lunmswanssuy Weanmnandsslumaiinanademeanauianaind
Fntu Taensid suntasiidumeuliujodnuulouisnisaiuaunisivdsundas
STULNUABLIADS

e N15A529@0UNTIYINIUTEY Application NeudIa Nl iUA sunlasssuuUURnns
(Technical review of applications after operating system changes) NM3AMMUALALINTS
P519AU LATYIAGBU N1IVINUYBY Application wé’amﬂLﬂﬁammaassuw@ﬁ’ams e
f59dBUAINANYIIUNITUSEINANAYBITTU LA TEUMA uaztestuliymiiAnannis
WasuuUas

e nsian1siUd sunvasudlunevenduasdiagy (Restrictions on changes to

software packages) M3dAALAzMIAMUAIIAINISAUANNISABUW AU TUUTIALY

gowdwsdnsaguietesiumnudsmevesssuuansaume
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e mstesiunisialuavesarsauwne (Information leakage) MuUUANIATAISUBIAUAS
Flvavesasaunea laglviinsuualunmsdanisiudeya auulguiemsshwmany

v v - a Y v o ° w
Ua@ﬂﬂEJ@"IUG’T?GUL‘VWTL‘W@aﬂﬂ')'ﬁJLaﬁﬂ'\nﬂﬂ'\ii?lﬁa‘ﬂaﬂﬂaﬁéaﬁ'ﬁﬂuW‘ﬁ‘i’luﬂ')'m.lﬁ"lﬂiy

Feorvlmnsemnudemele

® msWameNAwIsInenUIBUAI8Uen (Outsourced software development) N3
MUANLATATINABUNM TR TeNAWISTasmsnumeyen wieleatumsldunds
ganiwaslalldunssu limsstuanudenis vielifiussavsnm waganuvasndely
ALY

7.8.6. N15USMIsIANTSYRslnIlugsanLIsuazeen@wls (Technical Vulnerability

Management)
msdansyeding (Vulnerability) Tusnfaursuasoenduag iieananudssainnis

anAuesliUssasirlagandetedwiflussuuasaumeesuioh

® mmiﬂ"ﬁﬂ’mﬂu‘ﬁ@ﬂwdmeL‘Vlﬂﬁﬂ (Control of technical vulnerabilities) M3ARAY
‘iagmmaﬁﬁLf“\lm‘ﬁmﬁ’waﬂm’luswudwﬂ‘*?i’l‘?fmu WeUszuanudesvestadlnd
uFamsimusinesnsiiteananudesiioaindy

7.9. nMsudmsdanismanisaliitisadesiuaiuiuasUasads (Information security

incident management)
InquszesA

Y ¢ v ) v o Yy a da X
Lwaﬂﬂﬂ'ﬁL‘V]C‘lﬂ'ﬁmWWQWWUﬂQWNQJUﬂQUaaﬂﬂEJ LingmawﬂwaqﬂﬂqﬂﬁquﬂLﬂﬂﬂu e

UFuusudly Sadunmsdesiumsaiiamgmsainenuaasiuasasaislunsasiely

7.9.1. msnenumgnsaiiasynseuiiiieatesiuanuiiuaasnde (Reporting
information on security events and weaknesses)
Weldimssenummnsainsiumsiunsasads waryasouiiieadosivau
fhupsaende destu videasnanseyufiinainiesel
o msnenumamMsniiiefesiumiuatasndit (Reporting information on
security events) M358 UMAN AN SUANTUAABRAA BT T UL TAUMA
LLaxms%’mmwiamslmscﬁﬁv’uaahaimﬁ'zuazﬁﬂszﬁm%mw TherinuYmMeNSI1uT

fuuaty
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' o A vy W ) Y . .
® mswnUsUTNgITeiummTuAtaenil (Reporting on security weakness)
U ¥ o U o 4 U 1 1 a
ﬂ'ﬁi']ﬂ\‘i']uf\]ﬂQQUWWQﬂWUﬂﬁqﬂJQJUﬂQUﬁ@ﬂﬂ’U MAgIToINUToMISTULATAUYNA UINT

i ¥ i ) a4 da i &
m‘dqquaqLLagﬂ”ﬁ{]aﬂﬂUﬂ’JqNLaﬂﬁ‘V\Lﬂﬂﬁ]’]ﬂﬁ;ﬂaauuu

¢l o v

7.9.2. msuimsianisuazn1suulsaudledamanisaliifedesanuiiuasuasnds
(Management information security incidents and improvements)
o Vet a @ @ = 1 3 1% o @
welwimsuimsdanisuiulsauily wagiSsuiivgnisaineinumuiuaslasnsiy

14

ansauwna Josiu vioaaranszvuannmeNsalnindy

e yhfimusuRaraUkazTunBUMTUNURIU (Responsibilities and procedures)
fmusmihinusuiingeusastunaunsUfuR esuiledumgnisainienuainy

JunsUasndBvesruvalsaumnalaag1asIng?

[y aAd v o u'J 1Y . o
o nsispudnmemsainineatesiummiuasasnsie (Learning from security
incidents) Msieudainugnisaiuazwssunistesiumaiamgnsalluassiely aan
TuiinansanenuANLTuATABAABYBITEUUEN TEUYA WAz IBNUNTIANTSWAL

msvsuUpuilusiemamsainmuauiuasaendy

¢ msifiusausiumangu (Collection of evidence) pnsainemnuauiuasasnsy
Ye3syUvaTaUmA MNgadeafiunsaliunsmengving nguauuimsnumalulad
Fasdimununasdniunang iy mungusenaninaeesdlunszuIuNM I Ny
o a 1%
GERILN

7.10.  A5UIAIIANFABLLBINNNGIAR (Business Continuity Management)

Uiz

ievesiumsindardevgareinvesmsingsnssusinegvesuisn uasdesiunszuiumsms
gananddysulunauanmsdumvamiemeugididessuuansaume uaziiteliaunsa

SEUUNAUALLN IR lUSTEZLIAND UG aY

7.10.1. adeiugrudmiumsuimsanudedlasiumsdniiueny (nformation
security aspects of business continuity management)
It uALELUIANReLlemegsia mstlestunisindavienisngnszinves
SEUUUEINIIH Feenafianunnandemeiiud wanden v3en1IRLNAIVBITIUY

ansauwe Weannansenuiiiatulavasnsadszuunduanlanelussssnandumneey
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v 1 A Vv - - . . . .
® AsTUIUNMIATNANABLLBIAAUGSAA (Including information security in the
business continuity management process) AMIMRUALIENIZUIUNTIUATAT AU

i d a 3 i ,, ° {
seliioanegsna (Business Continuity) lasnseuiunstiazdesseydemmuaiiieitos

Y > v ao o  w 13 oA Vo a
AUANNUAIUGDAN EJ'V]"U"\Lﬂua']“il]ﬂ’ﬁai']\iﬂ?'mﬁﬂLu@\ﬂﬁﬂ"Uﬁﬁﬂﬂ

®  ASTUIUNTATNANNABLLBIAAUGFIAY (Including information security in the
business continuity management process) NM3MMUALKINTZUIUNSTIUATAT AN

¥ [

siliioanegsna (Business Continuity) laensguiumsilazdesseydefvuniiieates

9

furnuiursasadeidndudmsunisasianusaiediiugsia
a o Iy oA a . . . :
e nsUszliumnudsslunisadnerusienliamnegsna (Business continuity analysis
a o o a L3 1 o
and risk management) N3UsEIUANUEIIANANMAN TN NATUAIUTUAS

[y a a & ' o s a o
Jasnny miisq‘lamamzmﬂ‘uuuazwaﬂizmmammuumﬂaaﬂnamiaummawsw

o msdmhuarldnuunumsaiunusieliemisgsia (Developing and implementing
continuity plans including information security) n153aviuagMslgULALNITAS9
armsteiilemnegsie WaiiawmnsalmafuauiuasUasnadte Welinsyingsnssu
anansasiuauseluly visannsaffulinduganmzundldlusseziandidvus

o msiwuAnsEUAMSUMINNUKLLIRAS 9 LRBLTIISIAY (Business continuity
planning framework) miﬁmuﬂﬂsauﬁ"m%’ué’mﬁwLmumsa%wmwwimﬂaamqﬁa
deluunuiiieadesiimuaiinuaenndesiu aseunquisterimuamaiuaina

siunstansouardinafuANuEAYUDIUANNY NIFBsaiunsla

o msvadpURarMIUSUUTIUHUNMIATIANIRBLemNegSAY (Testing, maintaining and
re-assessing business continuity plans) NMIMWUAWINIMAABY WavUTUUTIUNUNT
abemnuseiioanegsiia nussezaniidivus eliuuanunsavhauldifledn
mqmizﬁmaﬁﬁummii’umﬂaaﬂﬁ'aiuuazﬁmmﬁuﬂa‘tJaamﬁa%’uﬁ’uszuumsaumﬂﬁﬁ
msasuulas Insussmldtimsimualiiiniseaeuuasysuussununuegostas

1A39
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7.11.  msujuRnudeiivua (Compliance)
Tnguszasa

Wwalrimsmiliuaueneg vesudsnulusu ngvane dennas dygn wazdorfmuaneiiu
Q:l L 1 A a s a e = a wa
AMsTuAIUABAAEANI U ENA U] Ry waslimsnsiaaeunisufuinuuleue

NEAUANNNUAIUADAN LA SAULNA

7.11.1. msujUanudaivuanisnguane (Compliance with legal requirements)
a wa v o & o = v [y ) P v o
ﬂ']iljg‘u@]m']ll‘ﬂaﬂ']WUﬂVﬂ\’]ﬂ{]'WN'\EJUQWLﬂu‘ﬂﬂ‘&z’maﬂlﬂiUﬂ'ﬂlﬁ?Nuﬂﬂqﬂ%L“UEJ'J‘U"I{Q

yamungviing Welirmuugiinsfvuavdninuilaq Wuluegugnees

° ﬂﬁissu‘ﬁaﬁmuﬂmqqﬁﬁwamaﬂgwma (Identification of applicable legislation) M35¢Y
Formuameinunguine dennas dyan wastermusmsinumnusiuasasasdesinge Tl
nmstufinduanednwaldnes wasimuawwynafiRaegiilunudedmusdanan da
fimsnumusugnieeNsszyafimuamainunging Jennas dgyan wasderimua

masuesiuasaendsliuansdnualdnes laedengmng muszezaNmmue

e msUsatudniuasnsnddumstagn (ntellectual property rights (IRP)) NSweau

=i < U a a U £ < (3 o
ansauwmansesdinistesiudnsuazninddumalgen Ao gonfuls LenasRLinITaIu



7.11.2. msufjuiRmauleuis wnsgruanusiuaslasadsuazdanmuanamaiia
(Compliance with security policies, standards and technical compliance)

P a wa v & o [ a v
WensaeumsUURnubitulumnleus wassnesgumnusiuasaenssvesiism

o mslduumsnisnsidsiadudeyaniudeniviun (Regulation of cryptographic
controls) AMuualiiinisldaunisitisiadudayaniunguune donnas dgygn uas

&/ o

aMUUANIIAIUANLNUAIUABRNY

e  msUfuRnuuleuts unsgruauduaslasasie (Compliance with security policies
and standards) MsliaudidgyuaznsativayuresuInissenisujuinuuleuiey
wesgruautunsasadeuastemmuananaia lnedssmuaunsufuifnuves

Y v Y e wa v o @ a
Alidadudyniiianuvienuiuiinsey

® N1359529a8UNSUHUAMNNINTgIUNIunAila (Technical compliance checking)

fvualiiinisnsavasumsufiRmuinasgumamadaiilddmualiluulouiemssnw

o 1Y o
ANUUUAIUADANYANTAUNARINITZESLIANAINUA

o  msvaNsuAuMIUURmuAmuiuaasndenumAlulagansaume (information Security

Policy) telimsveanaurumsuUamumnuuaasndenumalulagansaumea dns

@ o

Javinenansiluanednualdns uaskiumseydRngiisnuniuasietosiunmseniuns

'
Y

U URmuauiuasUaensieaumelulagansaumea lelilasueyge

Tunsdlifimhsaulabiausaujuinuauiuaclasadeaunalulagaisauma nied

v '
v a A 3 =1 =

Fastaanaianselunsanssnadianuindudssaniunisuansneluannulevieatuil e

9

¥
L% <

atuayun1sie vismsujiRnuvesuivniildarunsafifauulevielasiiteulvauns vl

mhenuildFunsreuiuazfesenuauAuntrengunuuinmumalulad

= 4; o ' U a wva v & v < = M 1o 1 & a v <4
alla Fasfiannsaveroudun1sufiRmuuleunglau deatuFeslidaseinusiuisvmie
NTINISAAUQUS TBUBNMUNEAN

L%

U3tmn lnemhosnuiiuguassyihnmmumuseasiBeauasteufiiveuleus edaies

wvada

Daz 1 ade Wislulevrsumingaudunmsaiidugsnaveuisi anuaenndosfuwuIUUANA

= I YIEY) ¢ o o
AADANIUILLUYU UYBUIAU NHLNEUN LLa%ﬂ{]ﬁN']?JV]LﬂEJ’J‘?JJ@Q

information Security Policy (gnelu) Page 38 of 38



